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If you need a PIA …

?

?

1. Personal Identifiable Information (PII )is any field (or any combination of fields) that can uniquely identify an individual. Ex: Name + birthdate
2. Note, be sure to consider any PII which may be inside any documents you submit. Ex: student assignment or paper.
3. Contact the privacy officer (privacy@tru.ca) or the Information Security Director (jcuzzola@tru.ca)
4. Privacy Impact Assessment (PIA)
5. Obtaining consent could be done easily within a course outline that explicitly states Ex: “by taking this course, you consent to your name ,email,(etc.)  and your assignments be submitted to Grammarly for plagiarism detection.”  
6. If the PII belongs entirely to yourself, then you do not need a PIA. By using the software, you accept the risks of how your PII is collected, used, and disclosed.

4b. No, I haven’t read the terms of use. Consider 
asking for assistance. 3

4a. Yes, I understand and I’m OK with how the software will use the PII.

You may not require a PIA. Contact 
Privacy Officer or Information Security 

Director 3,6

Contact Privacy Officer or 
Information Security Director. 3

4. Did you read the software’s terms of use? And do you understand 
how the PII will be collected, used, and disclosed to 3rd parties? 

2a. Yes. The data collected relates and is necessary.

2b. No or unsure.

1. Is the 𝑃𝐼𝐼1collected by the software consistent with 
FOIPPA regulation 26(c): the information relates directly 
to and is necessary for a program or activity of the 
public body? 6

5. Is the software installed on-premises (on TRU campus) 
or is it a cloud-based service? 

5b. Installed on premise. 

3. Is the use of this software consistent with FOIPPA 
regulation 32(a)(b) paraphrased: the way you will use the 
data justifies its collection, and the owner has consented 
to how it will be used? 5 3b. No or unsure.

?

3a. Yes, use justifies collection & PII owner consented.

2c. You may require a 𝑷𝑰𝑨𝟒

5a. Installed off-prem (cloud). You will need a 𝑃𝐼𝐴4. 

PIA completed. You may use the software as per 
the conditions set out in Part 8A/8B. 

I. Contact Information Security Director for lastest copy of the PIA form. 3

II. Fill out the form as completely as you can. Some sections will require the 
Privacy Officer or Information Security Director to complete and/or revise. 

III. Email completed form to the Information Security Director. 𝟑

? IV. Does the Information Security Director or Privacy Officer have questions?

IV.2. Yes. 
Contact PIA 
submitter for 
clarification and 
corrections.

IV.1. No questions. PIA is signed by the Info. Security Director and/or Privacy 
Officer and emailed to PIA submitter.

V. Submitter, please review PIA sections “10. Collection notice”, and “Part 
8A/8B. Info. Security Director and Privacy Officer comments”

? VI. Submitter, do you agree with the collection notice, and the comments made 
by the Info. Security Director and/or Privacy Officer?

VI.1. Yes, submitter agrees.

Contact Privacy Officer or 
Information Security Director for 

assistance. 3

VI.2. No, I have problems with the PIA.
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